
























































BRICKLEY DELONG 
CERTIFIED PUBLIC ACCOUNTANTS 

 

500 Terrace Plaza • P.O. Box 999 • Muskegon, MI 49443   907 S. State St. • P.O. Box 331 • Hart, MI 49420 
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May 24, 2005 
 
 
 
Township Board 
Moorland Township 
Ravenna, Michigan 
 
 
In planning and performing our audit of the financial statements of Moorland Township for the 
year ended March 31, 2005, we considered its internal control in order to determine our auditing 
procedures for the purpose of expressing our opinion on the financial statements and not to 
provide assurance on the internal control.  However, we noted certain matters involving internal 
control and its operation that we consider to be reportable conditions under standards established 
by the American Institute of Certified Public Accountants.  Reportable conditions involve 
matters coming to our attention relating to significant deficiencies in the design or operation of 
the internal control that, in our judgment, could adversely affect Moorland Township’s ability to 
initiate, record, process and report financial data consistent with the assertions of management in 
the financial statements.  We have attached a summary of such reportable conditions. 
 
A material weakness is a reportable condition in which the design or operation of one or more of 
the internal control components does not reduce to a relatively low level the risk that errors or 
fraud in amounts that would be material in relation to the financial statements being audited may 
occur and not be detected within a timely period by employees in the normal course of 
performing their assigned functions. 
 
Our consideration of internal control would not necessarily disclose all matters in internal control 
that might be reportable conditions and, accordingly, would not necessarily disclose all 
reportable conditions that are also considered to be material weaknesses as defined above.  
However, none of the reportable conditions described above is believed to be a material 
weakness. 
 
This report is intended solely for the information of the Township Board, management and 
others within the administration and is not intended to be and should not be used by anyone other 
than these specified parties. 
 
 



 

 

REPORTABLE CONDITIONS 
 
 
Recommendation 1: The Township should budget for capital outlay separately from 

departmental budgets for all capital outlay expenditures. 
 
During our testing, we noted that the capital outlay budgets were included in the department 
totals.  The budget resolutions did not provide for capital outlay as its own line items or 
department. 
 
The appropriate inclusion of capital outlay line items or department in the Board budget 
resolutions would provide Board members and other users of the budget with a more accurate 
summary of expenditures. 
 
 
Recommendation 2: Debt service expenditures should be budgeted separately from capital 

outlay and include individual budget line items for principal and interest. 
 
During our testing, we noted that the loan payments related to fire equipment were included in 
the capital outlay one item. 
 
The appropriate break out of debt service expenditures would provide more accurate information 
to user of the budget and financial statements. 
 
 
Recommendation 3: Internal controls should be strengthened by use of program passwords and 

program restrictions. 
 
During our testing, we noted that a single password was required in order to gain access to 
computer software programs.  In addition, the individual responsible for the accounting was the 
administrative user which has full program authority.  Open access to computer software could 
enable unauthorized use/manipulation of the computer system. 
 
The internal controls surrounding the computer program could be improved by establishing a 
separate user name and password for the individual responsible for maintenance of the 
accounting records.  In addition a separate administrative user should be established for full 
program authority.  This would enhance the internal controls and help ensure that software 
security settings are effective. 
 
 
 




